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1. Legal Framework

1.1	 Key Laws and Regulations
Supervision
The Swiss Financial Market Supervisory Authority 
(FINMA) is responsible for supervision of the Swiss 
banking sector. The responsibility for the monetary 
policy and overall stability of the financial system lies 
with the Swiss Central Bank (SNB). The latter also 
determines, in consultation with FINMA, which banks 
are systematically important. 

Laws and Regulations
The Swiss Federal Act on Banks and Savings Banks 
(the BankA) and the related ordinances issued by the 
Swiss Federal Council and FINMA are the primary 
pieces of legislation, which, inter alia, set out the 
licensing and ongoing operational requirements for 
banks.

Ordinances enacted by the Federal Council include 
the following:

•	the Swiss Federal Ordinance on Banks and Sav-
ings Banks (the BankO) which further details the 
provision of the BankA;

•	the Swiss Capital Adequacy Ordinance (CAO), on 
the minimum capital requirements of Swiss banks, 
based on their business activities and risks; and

•	the Swiss Liquidity Ordinance (LiqO), containing 
the qualitative and quantitative liquidity require-
ments for banks.

Further, FINMA has issued the following ordinances 
covering banks:

•	the FINMA Foreign Banks Ordinance (FBO-FINMA), 
which applies to foreign banks that seek to estab-
lish a branch or representative office in Switzer-
land;

•	the FINMA Insolvency Ordinance (InsO-FINMA), 
which entered into force on 1 October 2025, 
repealing three separate ordinances: the FINMA 
Banking Insolvency Ordinance of 30 August 2012 
(BIO-FINMA), the FINMA Insurance Bankruptcy 
Ordinance of 17 October 2012 (IBO-FINMA) 
and the FINMA Collective Investment Schemes 
Bankruptcy Ordinance of 6 December 2012 

(CISBO-FINMA); it lays down the procedure for the 
restructuring and bankruptcy of financial market 
institutions that fall under FINMA’s insolvency juris-
diction in a single set of rules;

•	the FINMA Accounting Ordinance (AO-FINMA), 
covering, inter alia, the preparation of financial 
statements and the publication of annual reports 
and interim financial statements;

•	the FINMA Ordinance on Disclosure Obligations 
(DisO-FINMA), which governs disclosure obliga-
tions, in particular with respect to capital, liquidity, 
interest rate risks, remuneration and corporate 
governance principles;

•	the FINMA Ordinance on Credit Risks (CreO-
FINMA), which further details the minimum capital 
requirements for credit risks under the CAO;

•	the FINMA Ordinance on Market Risks (MarO-
FINMA), which covers the requirements of the CAO 
with respect to minimum capital requirements for 
market risks;

•	the FINMA Ordinance on the Trading and Banking 
Book and Eligible Capital (TBEO FINMA), which 
specifies the requirements of the CAO with respect 
to the trading and banking book (including the 
classification of assets and calculation of RWA) as 
well as eligible capital; and 

•	the FINMA Ordinance on the Leverage Ratio and 
Operational Risks (LROV-FINMA), which includes 
the requirements of the CAO with respect to calcu-
lation of the leverage ratio and the minimum capital 
requirements for operational risks.

Other relevant laws and regulations include: 

•	the Swiss Financial Services Act (FinSA) and the 
ordinance thereto (FinSO), which (i) set out the 
rules that apply to the provision of financial ser-
vices, such as conduct rules, organisational rules, 
duties to register as client adviser, or affiliate with 
an ombudsman, and (ii) contain the primary market 
rules for offering securities;

•	the Swiss Financial Market Infrastructure Act 
(FinMIA) and the ordinance thereto (FinMIO), which 
regulate financial infrastructures and provide for 
rules that ensure the functionality of the Swiss 
financial market (financial infrastructures include 
trading venues for securities, central counterpar-
ties, central securities depositories, and payment 
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systems); further, FinMIA and FinMIO regulate 
conduct requirements for trading in OTC deriva-
tives and exchange-traded derivatives, the rules on 
the disclosure of significant shareholders in listed 
companies and the rules on market abuse and 
insider dealing; and

•	the Swiss Federal Act on Combating Money Laun-
dering and Terrorist Financing (AMLA) including the 
ordinances issued thereunder, and, in particular the 
FINMA Ordinance on Combating Money Launder-
ing and Terrorist Financing (AMLO-FINMA), which 
sets out the anti-money laundering (AML) and 
combating the financing of terrorism (CFT) frame-
work for FINMA-regulated financial institutions.

With respect to the Swiss supervisory practice, (i) the 
Swiss Financial Market Supervision Act (FINMASA), 
sets out the organisation of FINMA, as well as its com-
petences and instruments for enforcement, and (ii) 
the Swiss National Bank Act (NBA) and the ordinance 
thereto (NBO), regulate the regulatory framework for 
the SNB and its powers, which in particular relate 
to systemic oversight (ie, also systemically impor-
tant banks). Furthermore, FINMA issues circulars to 
explain how it applies financial market regulation in 
its supervisory practice. Circulars provide clarity on 
how FINMA exercises its discretion available under 
the applicable regulations. 

Finally, there are also self-regulatory organisations in 
Switzerland that issue rules that apply to the banking 
business. Two examples are the Swiss Banking Asso-
ciation (SBA) and the Asset Management Association 
Switzerland (AMAS). SBA has, inter alia, issued the 
Agreement on the Swiss Banks’ Code of Conduct for 
the Exercise of Due Diligence (CDB 20), which focuses 
on preventing money laundering and terrorist financ-
ing in the Swiss banking sector. The CDB 20 is revised 
in a five-year cycle, which is why an amendment to 
the CDB 20 can be expected in the near future. AMAS 
regularly issues self-regulatory guidelines to its mem-
bers, including their fund management code of con-
duct (which is recognised by FINMA as a minimum 
standard) as well as the AMAS ESG framework appli-
cable to managers of sustainability-related collective 
assets, or operators or producers thereof.

2. Authorisation

2.1	 Licences and Application Process
Overview
Similar to other jurisdictions, banking activities are 
regulated in Switzerland. Licences are granted to legal 
entities that pursue banking activities which are car-
ried out in or from Switzerland. The relevant activities 
and licensing requirements are set out in the BankA 
and the related ordinances and circulars.

Scope and Limitations of Banking Activities
From a Swiss perspective, a bank is an entity that 
operates primarily in the financial sector and:

•	accepts deposits from the public exceeding 
CHF100 million on a commercial basis (or publicly 
solicits such deposits);

•	accepts public deposits up to CHF100 million or 
certain crypto-based assets designated by the 
Federal Council on a commercial basis (or publicly 
solicits such deposits) and invests these public 
deposits or assets or pays interest on them; or

•	refinances itself to a significant extent from sev-
eral banks that do not have a major stake in it, to 
finance various individuals or companies that are 
not part of their own business group.

The terms public deposits and commercial capacity 
require further explanation. Pursuant to Swiss law, 
public deposits are understood to be liabilities to 
customers with the central characteristic of a repay-
ment obligation. Funds held in settlement accounts 
(Durchlaufkonti) are not considered public deposits, 
provided that these accounts are used exclusively 
for executing client transactions expected to occur in 
the foreseeable future, do not accrue interest, and the 
funds are transferred within a maximum period of 60 
days. Also, further exemptions apply. In principle, an 
entity that continuously accepts more than 20 public 
deposits or publicly recommends itself as a recipient 
of public deposits (ie, advertises it, even if fewer than 
20 deposits result from it) is deemed to be acting in a 
commercial capacity. 

Swiss entities that meet the abovementioned require-
ments should in principle apply for a banking licence. 
In some cases, such entities may alternatively apply 
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for a “fintech licence” – also called a “banking licence 
light” – or may benefit from the sandbox regime. Both 
concepts are explained below.

The fintech licence allows for the acceptance of public 
deposits for which no full banking licence is required 
but this comes with certain limitations. Fintech-
licensed entities may accept public deposits on a 
commercial basis as long as (i) the aggregate amount 
of deposits does not exceed CHF100 million; (ii) the 
deposits do not bear interest; and (iii) the deposits are 
not reinvested by the company (eg, deposits are not 
used for on-lending purposes).

Generally, the requirements of such fintech licence are 
less stringent than those of the “full” banking licence. 
In particular, in relation to the accounting and audit-
ing standards, the non-application of the provisions 
on deposit protection, and the lower capital require-
ments.

The Swiss sandbox regulation intends to facilitate fin-
tech startups that may struggle to obtain a fintech- or 
“full”-banking licence. Entities that can benefit from 
the sandbox are those that are not deemed to act on 
a commercial basis as a result of: 

•	permanently accepting more than 20 public depos-
its totalling no more than CHF1 million;

•	not engaging in interest margin business; and
•	informing the depositors, before making the depos-

it, in writing (or other form demonstrable by text) 
that they are not supervised by FINMA and that the 
deposit is not covered by the deposit protection.

If an entity in scope of the sandbox exception exceeds 
the CHF1 million threshold, it must report this to FIN-
MA within ten days and apply for a “full” banking or 
a fintech licence within 30 days. Whether this 30-day 
period is realistic in practice, is questionable.

Supervisory Categories
FINMA assigns banks to supervisory categories 
based on their total assets, assets under manage-
ment, deposits subject to the deposit protection 
scheme and capital. Banks in different categories are 
supervised with different levels of intensity.

Categories 1 and 2 include the largest market par-
ticipants, which require greater attention in view of 
their importance and risk profile (high to very high 
risk). FINMA subjects these players to ongoing, close 
supervision. Categories 1 and 2 include the systemi-
cally important banks (SIBs), which are, as of Sep-
tember 2025, UBS (category 1), Raiffeisen Schweiz 
Genossenschaft (category 2), Zürcher Kantonalbank 
(category 2) and PostFinance AG (category 2).

Category 3 banks include large and complex market 
participants that carry significant risk and are super-
vised on a preventive basis, but do not require close 
and continual supervision.

On the other end of the spectrum, category 4 and 5 
banks are supervised mostly on the basis of quantita-
tive indicators and only looked at on an event-driven 
basis (ie, when rules are breached).

Category 4 and 5 banks can opt into a “small-bank” 
regime (SBR) if they fulfil certain conditions. To benefit 
from the relief measures of the SBR, a bank in cate-
gory 4 or 5 must meet the following criteria (as set out 
in the CAO) at all times (i) at the level of the individual 
institution, and (ii) at the level of the financial group:

•	refinancing rate of at least 100%;
•	average liquidity coverage ratio (LCR) (assessed 

over a period of 12 months) of at least 110%, and
•	simplified leverage ratio of at least 8%.

The FINMA can reject an application for the SBR in 
certain cases, for example, if supervisory measures 
or proceedings have been initiated against the bank. 
Banks may also lose the benefits of the SBR regime 
if they fail to remedy deficiencies within a reasonable 
period of time or if FINMA conducts enforcement pro-
ceedings against them for breaches of supervisory 
law.

SBR banks benefit from simplified requirements for 
calculating their capital and liquidity. In particular, they 
benefit from less stringent requirements for quality 
and quantity of the necessary capital, which includes 
the elimination of the calculation of risk-weighted 
assets (RWA), elimination of the capital buffer, as well 
as the elimination of the sectoral countercyclical buff-
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ers (CCB). Further, calculation of and compliance with 
the net stable funding ratio (NSFR) are not required. 
In addition, there are some qualitative relaxations in 
the FINMA circulars. FINMA further announced that 
institutions in the SBR regime will be fully exempt from 
the applicability of the new Circular 2026/1 “Nature-
related financial risks”. FINMA provides an inventory 
with simplifications for SBR banks on their website.

By the end of 2024, 55 institutions had participated 
in the SBR. This is a fourth of all category 4 and 5 
banks. Costs for market entry of entities applying for 
a banking licence have decreased as a result of the 
SBR regime. For existing banks, costs have – accord-
ing to an evaluation by FINMA – not been reduced 
to the expected level. The reason is that most banks 
have already put in place expensive infrastructure to 
comply with the “full requirements”. It is, however, 
likely that the simplified requirements for banks will, 
over the longer term, lower costs for existing banks 
participating in the SBR regime.

Overview: Application Process
Before submitting a licence application, the applicant 
must first present the project to FINMA for preliminary 
review. For this purpose, a presentation must be sub-
mitted containing, inter alia, the following:

•	business model and description of the regulated 
activity;

•	financial resources and origin of the funds (based 
on current figures);

•	intended setup (ie, organisation);
•	overview of the group structure, if applicable;
•	timetable; and
•	power of attorney (if represented).

Preliminary assessments of licensing projects are sub-
ject to a fee.

The licence application needs to be submitted via the 
web-based Survey and Application Platform (EHP). To 
use the EHP platform, a one-time self-registration on 
the FINMA portal must be made and an application 
completed. Once FINMA has reviewed the applica-
tion, templates and forms will be made available to the 
applicant on the EHP. Subsequently, the application 

for the banking licence can be submitted directly via 
the platform.

After the licence application has been submitted, a 
FINMA staff member who is responsible for the pro-
cedure will be assigned to it.

The FINMA Fees and Charges Ordinance sets out a 
framework for the tariffs in relation to the licence appli-
cation. They vary from CHF10,000 to CHF100,000. 
The exact costs for each licence application are deter-
mined on the basis of the actual time FINMA spends 
on processing it. Processing time of the application 
depends on the licensing type, quality and complexity 
of the application as well as FINMA’s workload.

Overview: Requirements for a Banking Licence
Banks are required to adhere to stringent organisa-
tional, financial, and risk management standards. For 
a banking licence to be granted, the applicant must 
meet all licensing requirements. The following are con-
sidered key requirements by FINMA:

•	a minimum capital of CHF10 million (fully paid-up);
•	a detailed and accurate description of the busi-

ness, including its geographical scope, to be 
included in the articles of association, partnership 
agreement, and business rules;

•	a business plan demonstrating continuous compli-
ance with capital adequacy, risk diversification, and 
liquidity requirements;

•	assurance of irreproachable business conduct by 
qualified participants (ie, shareholders holding at 
least 10% of the capital or voting rights) and mem-
bers of management (fit and proper requirements);

•	management of the bank to be effectively conduct-
ed from Switzerland;

•	distinction between ultimate strategic management 
and executive management (no member of the 
bank’s board of directors may simultaneously be 
part of the executive management); 

•	effective segregation of internal functions, espe-
cially lending, trading, asset management, and 
settlement;

•	effective risk management, specifically through the 
proper identification, limitation, and monitoring of 
market, credit, default, settlement, liquidity, reputa-
tional, operational, and legal risks;
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•	effective internal control system, with an inter-
nal audit function that operates independently of 
executive management;

•	appointment of a recognised audit firm for the 
licensing process; and

•	appointment of a recognised regulatory audit firm 
for continuous supervision.

There are additional requirements that must be met in 
specific situations. Certain requirements are imposed 
on foreign banks. For applicants under foreign con-
trol (ie, a foreign shareholder holds at least 50% of 
the capital or voting rights or otherwise controls the 
applicant), FINMA may require the relevant jurisdiction 
to grant reciprocity. 

FINMA may also require adequate consolidated 
supervision by a recognised supervisory authority if 
the applicant is considered to be part of a financial 
group. If the individual group companies are obvi-
ously independent of each other, FINMA can exclude 
them from the group assessment. This can be justi-
fied in particular if the group companies pursue dif-
ferent business models or objectives and this leads to 
a differentiated risk assessment. FINMA has set out 
details on the scope and content of its supervisory 
practice regarding consolidated supervision in its Cir-
cular 2025/4, which entered into force on 1 July 2025.

Ancillary Banking Activities and Regulatory 
Approvals
Swiss financial regulatory law sets out a hierarchy of 
licences granted by FINMA. In hierarchical terms, the 
banking licence is the “highest”. The “broad” bank-
ing licence allows entities to carry out other regulated 
activities such as (i) securities trading (client dealers 
and own-account dealers) and market making (secu-
rities firm licence); (ii) fund management (manager of 
collective investment schemes licence); (iii) portfolio 
management (asset manager licence); and (iv) trus-
tees activities (trustee licence). Banks are also open to 
carry out investment advisory activities (such activities 
are not subject to a licence in Switzerland).

3. Changes in Control

3.1	 Requirements for Acquiring or Increasing 
Control Over a Bank
Reporting Obligations for Qualified Participations 
in Banks
Both the prospective purchaser and seller of qualified 
participations in a bank must notify FINMA of their 
intention to purchase or sell. A qualified participation 
exists when an individual or entity directly or indirectly 
holds at least 10% of the capital or voting rights of 
a bank or has the ability to significantly influence its 
business operations via other means.

Banks must also report parties purchasing or sell-
ing qualified participations to FINMA as soon as they 
become aware thereof. Banks are further required 
to update their list of qualified participants at least 
once every year (within 60 days after the financial year 
ends). This can be done via the EHP.

Shareholders of banks (individuals and legal entities) 
must also notify FINMA before their shareholding hits, 
surpasses, or drops below the thresholds of 10, 20, 
33, or 50 percent of the capital or voting rights. 

Fit and Proper Requirements
The BankA does not set restrictions with respect to 
the type of entities or individuals holding a controlling 
interest in a bank. However, as a general principle, 
any party with a qualified participation in a bank must 
ensure proper business conduct to maintain public 
confidence in the financial sector and in the super-
vised institutions. Individuals and entities who hold 
a qualified participation in a bank must ensure that 
their influence does not compromise the bank’s pru-
dent and sound business operations. Reference is 
also made to the ongoing fit and proper requirements 
related to senior management in 4.2 Registration and 
Oversight of Senior Management.

Foreign Control
Swiss-controlled banks that change to foreign control 
must obtain an additional licence from FINMA. Entities 
that are under foreign control and apply for a banking 
licence are also subject to such additional require-
ments. Foreign control means that foreign holders of 
qualified participations directly or indirectly hold more 
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than 50% of the votes of, or otherwise exert a control-
ling influence on, the bank.

FINMA will grant an additional licence if certain 
requirements are met (cumulatively).

•	The jurisdictions in which the qualified participants 
reside or are domiciled must ensure reciprocal 
rights (Swiss individuals or entities must have the 
possibility to operate a bank in the relevant juris-
diction and such banks would not be subject to 
more restrictive provisions compared to foreign 
banks in Switzerland). Verification of reciproc-
ity is not required if international agreements that 
provide for reciprocity, such as those with WTO 
member states, exist. 

•	The bank’s company name must not imply or sug-
gest that the bank has a Swiss character (meaning 
the public must not be misled directly or indirectly 
with respect to the bank being under foreign con-
trol).

•	If the transfer to foreign control leads to the bank 
becoming part of a financial group, FINMA may 
require the consent of the foreign supervisory 
authority. FINMA may make the licence conditional 
on ensuring adequate consolidated supervision. 

Foreign-controlled banks also require authorisation 
with respect to changes concerning qualified partici-
pations in such banks. 

Passporting
As Switzerland is not a member state of the EU, pass-
porting is not available to Swiss banks.

4. Governance

4.1	 Corporate Governance Requirements
Overview
FINMA published Circular 2017&/1 – Corporate Gov-
ernance – Banks dealing with governance require-
ments for banks. The circular outlines the require-
ments for corporate governance, risk management, 
internal control systems, and internal audit that banks 
are expected to meet.

Executive Board
The management is responsible for executing the 
bank’s day-to-day business operations in line with the 
business strategy and the directives set forth by the 
board of directors. Key responsibilities include:

•	overseeing daily operations, managing operational 
income, and assessing risks, including balance 
sheet structure and liquidity management; it also 
acts as the representative of the institution in all 
operational matters involving third parties;

•	presenting proposals for business decisions to the 
board; and

•	designing and maintaining effective internal pro-
cesses.

The executive board also develops the risk policy as 
well as the basic features of the bank-wide risk man-
agement.

Members of the executive board, individually and also 
with respect to the body as a whole, must have ade-
quate management expertise, specialist knowledge 
and experience of banking and financial services. 
This is required to ensure compliance with licensing 
requirements in connection with the institution’s oper-
ational activities. See 4.2 Registration and Oversight 
of Senior Management with respect to the applicable 
fit and proper standards.

As banks need to be effectively managed from Swit-
zerland, managing directors must reside in a location 
where they can effectively and responsibly fulfil their 
duties. Decisions and directives within the framework 
of group supervision must be made from Switzerland.

Board of Directors
The board of directors holds the ultimate responsibility 
for the management, oversight, and strategic direction 
of the bank. It defines the bank’s business strategy 
and establishes its risk policy, ensuring the effective 
regulation, implementation, maintenance, monitoring, 
and periodic review of internal controls.

To fulfil these duties, the board must possess ade-
quate managerial and technical expertise, relevant 
experience, and the necessary time commitment. 
Members are required to personally fulfil their respon-



SWITZERLAND  Law and Practice
Contributed by: Daniel Dedeyan and Florian Thomas Willi, Loyens & Loeff 

10 CHAMBERS.COM

sibilities and maintain a constant state of readiness to 
respond to crises and emergencies, beyond the rou-
tine schedule of meetings. The board’s composition 
must be sufficiently diverse, representing key areas of 
responsibility, including finance, accounting, and risk 
management. For the sake of clear functional separa-
tion, no member of the board of directors may simul-
taneously serve on the bank’s management team. 
Additionally, at least two-thirds of the members must 
meet independence criteria, which include the follow-
ing prohibitions:

•	they have not been employed by the institution in 
any other capacity within the past two years;

•	they have not served as the lead auditor for the 
institution within the last two years;

•	they do not have any business relationships with 
the institution that could result in a conflict of inter-
est; and

•	they are not qualified participants in the institution 
or represent such participants.

The board may establish committees to assist in car-
rying out its responsibilities. For banks in supervisory 
categories 1 to 3, a sufficiently independent audit 
committee and a risk committee are mandatory. Fur-
ther, SIBs must establish, at least at group level, a 
compensation and nomination committee.

Internal Control System
The internal control system (ICS) needs to be com-
prised of at least two main controlling bodies: reve-
nue-generating units and independent control bod-
ies. Revenue-generating units manage risks as part of 
their daily operations, actively monitoring and report-
ing on these risks to maintain effective control.

Independent control bodies oversee risks and ensure 
compliance with legal, regulatory, and internal guide-
lines. Institutions can establish a variety of control 
bodies carrying out different functions, but must at 
least cover (i) risk control, and (ii) compliance (see 
in further detail below). The control bodies need to 
be integrated into the ICS independently from the 
revenue-generating units, having full rights to access 
information and conduct inspections. Their compen-
sation structures must be designed to avoid conflicts 
of interest.

One or more executive board members must oversee 
the independent control bodies, ensuring they have 
direct access to the board. For banks in supervisory 
categories 1 to 3, an autonomous risk control and 
compliance function is established, led by a Chief 
Risk Officer (CRO). SIBs must appoint a CRO who is 
a member of the executive board.

Risk control’s primary responsibilities include monitor-
ing and reporting on individual and aggregated risk 
positions, conducting stress tests, and performing 
scenario analyses under adverse conditions. It also 
implements risk data aggregation and reporting pro-
visions for larger institutions, monitors risk profiles 
against defined tolerances, and ensures compliance 
with supervisory regulations. Risk control must be 
consulted during the development of new products 
or major transactions and plays a critical role in defin-
ing risk limits.

The compliance function conducts an annual assess-
ment of compliance risks, creating a risk-oriented 
activity plan that requires executive board approval. 
It promptly reports significant changes in compliance 
risks to the executive board and annually updates the 
board of directors on compliance assessments and 
activities. In cases of serious compliance breaches, 
the compliance function informs both the executive 
board and the board of directors, assisting in deter-
mining appropriate actions.

Internal Audit
Every bank needs to establish an independent inter-
nal audit function. In limited circumstances, a del-
egation of the internal audit is possible. The internal 
audit reports to the board of directors (or its audit 
committee) and delivers independent assessments 
and audits of the company’s organisation and busi-
ness processes (in particular with respect to the ICS 
and risk management). Further, it needs to, inter alia, 
carry out an annual comprehensive risk assessment 
of the institution’s significant risk categories. Internal 
audit publishes a report that sets out its key findings 
and important activities per audit period. This report 
is to be submitted to the board of directors (or its 
audit committee), the executive board as well as the 
regulatory audit firm. The compensation system for 
members of the internal audit function needs to be 
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designed in a way that does not lead to conflicts of 
interest.

4.2	 Registration and Oversight of Senior 
Management
Senior management of banks must adhere to strict 
business conduct requirements, commonly known as 
“fit and proper” standards, to maintain public trust and 
protect the reputation of the financial sector. These 
standards apply to both the board of directors and 
executive management.

Fitness pertains to the competence and experience 
individually and of the management body as a whole. 
The assessment does not solely consider whether 
an individual, such as the Chairman of the Board or 
the CEO, possesses all the necessary experience; 
instead, it evaluates whether the management team 
collectively has the required expertise. FINMA assess-
es strategic and operational management capabilities 
at the institutional level. Propriety, on the other hand, 
relates to an individual’s integrity and reputation. Each 
member of senior management must independently 
fulfil the propriety requirement, as integrity cannot be 
delegated. FINMA continuously monitors both individ-
uals and the management body as a whole to ensure 
compliance with these standards.

Any changes to the board of directors or executive 
management must be reported to and approved by 
FINMA prior to implementation. FINMA collects and 
reviews detailed personal, professional, financial, 
and legal information, including identification details, 
qualifications, financial standing, and auditor reports, 
to evaluate the suitability of individuals for key roles. 
To that extent, FINMA also manages a database to 
assess compliance with proper business conduct 
requirements in accordance with financial market law. 
FINMA further assesses fitness and propriety based 
on specific roles, taking into account the institution’s 
size and complexity. 

If an individual is deemed unfit, FINMA has the author-
ity to mandate his/her removal (as part of enforce-
ment proceedings), thereby ensuring that leadership 
upholds the standards for effective governance. Pro-
cedures against individuals may lead to entry into 

the above-mentioned database (also referred to as 
a watch list).

4.3	 Remuneration Requirements
Remuneration Requirements Based on the 
Banking Act
The BankA provides for remuneration requirements 
applicable to SIBs. If a SIB or its parent company 
receives state aid (despite the implementation of 
the special measures required for SIBs), the Federal 
Council is mandated to implement measures concern-
ing remuneration. In particular, the Federal Council 
has the authority to either wholly or partially prohibit 
the payment of bonuses or to mandate changes to the 
remuneration system of the bank. Furthermore, SIBs 
are required to include provisions in their remunera-
tion systems that limit the entitlement to bonuses in 
the event of state support. The overarching objective 
of this regulation is to ensure that banks benefiting 
from state aid appropriately adjust their remuneration 
frameworks. 

Remuneration Requirements Based on FINMA-
Circular 2010/1
FINMA issued the Circular 2010/1 “Remuneration 
schemes”, which sets out principles on remunera-
tion systems of, inter alia, banks. It defines minimum 
standards for the design, implementation and disclo-
sure of remuneration schemes in financial institutions. 
In particular, it establishes ten principles for minimum 
standards that must be observed in this context (sub-
ject to the principle of proportionality). Only banks of 
a certain size (those that, in their capacity as a sin-
gle entity or financial group, are required to maintain 
equity capital in the amount of at least CHF10 billion 
under the CAO) are obliged to implement the circular, 
although FINMA recommends that all banks do so as 
best practice. Deviations from the principles set out 
in the circular are possible, although only in justified 
exceptional circumstances, and such deviations must 
be disclosed (“comply or explain”).

Remuneration Requirements with Respect to 
Financial Services
FinSA and FinSO require that remuneration systems 
do not incentivise non-compliance with legal obliga-
tions related to the provision of a financial service.
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Remuneration Requirements for Listed Companies
Under Swiss corporate law, a bank may be in scope 
of the compensation requirements that apply to list-
ed stock corporations incorporated under Swiss law 
with a registered office in Switzerland. Such require-
ments are set out in the Swiss Code of Obligations 
and include, for example, a compensation report and 
voting on compensation.

Internal Remuneration Requirements
As mentioned in 4.1 Corporate Governance Require-
ments, the remuneration system for the independent 
control bodies and internal audit function should be 
designed in a way as to not create any conflicts of 
interest.

Outlook
In September 2025, the Federal Council proposed 
measures addressing the Credit Suisse crisis, which 
include provisions with respect to remuneration sys-
tems. In particular, the Federal Council noted that 
remuneration systems must not provide employees 
with incentives to excessive risk-taking, and must not 
jeopardise compliance with regulatory requirements. 

It is further proposed that FINMA can impose remu-
neration-based measures during early intervention. 

Banks are required to meet certain minimum stand-
ards, while SIBs would be subject to enhanced 
requirements. These include implementing specific 
mechanisms for variable remuneration, such as reten-
tion periods for bonus payments, as well as malus and 
clawback provisions in cases of misconduct.

5. AML/KYC

5.1	 AML and CFT Requirements
Swiss banks qualify as financial intermediaries and 
therefore are in scope of the Swiss AML framework, 
including AMLA and its implementing ordinances. The 
AMLO-FINMA provides the more detailed require-
ments for financial institutions (including banks) to 
prevent money laundering (ML) and terrorist financing 
(TF), including customer due diligence, organisation 
rules, transaction monitoring, and reporting obliga-
tions.

In summary, banks need to:

•	identify the contracting party;
•	establish and verify the identity of the beneficial 

owner;
•	repeat the identification per the first two bullet 

points above in the event of doubt, and update cli-
ent data on a regular basis;

•	apply special duties of due diligence in certain 
circumstances;

•	comply with ongoing documentation and retention 
obligations;

•	comply with ongoing organisational measures; and
•	comply with reporting (or further measures) in the 

event of a reasonable suspicion of ML or TF. 

Identification of Contracting Party
For purposes of identification of the contracting party, 
the controlling party, and the beneficial owner, AMLO-
FINMA refers to the CDB 20. Banks must establish 
the identity of the contracting party when establishing 
business relationships.

Natural persons
If the business relationship is established in a face-
to-face meeting, the bank must identify the contract-
ing party via an official identification document with 
a photograph (eg, passport or identity card) and put 
a copy of such document on record. If the business 
relationship is established by video and meets the 
requirements of the FINMA Circular 2016/7 “Video 
and online identification”, it is deemed equivalent to 
face-to-face identification. 

If the business relationship is established by corre-
spondence, the bank must verify the identity of the 
contracting partner via an authenticated copy of 
an identification document. Online identification is 
deemed equivalent to identification by correspond-
ence, if the process meets the requirements of the 
FINMA Circular 2016/7.

Legal entities and partnerships
Legal entities and partnerships are generally identified 
via a Swiss or foreign-equivalent commercial regis-
try extract or written extract of such database. The 
identity of the individuals that establish the business 
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relationship must be checked and power of attorney 
relationships taken note of and documented.

Establishment of Beneficial Owner
Swiss banks must also establish and verify the identity 
of the beneficial owner of legal entities and partner-
ships. Client information must be updated on a regular 
basis.

For operating legal entities, the bank needs to deter-
mine the individual who ultimately controls the legal 
entity (controlling party). Such determination is made 
according to the following cascade: 

•	When a business relationship is established, the 
first step is to check whether a natural person 
holds a voting or equity interest of 25% or more in 
the contracting party. 

•	If this is not the case, the second step is to check 
whether a natural person exercises effective con-
trol over the contractual partner in any other way. 

•	In a third step, if no controlling party could be iden-
tified in steps one and two, the managing director 
of the contracting party is recorded as the control-
ling party. The above steps can be completed in a 
written declaration or via Form K appended to the 
CDB 20 (or equivalent purpose-made declaration).

•	If a legal entity holds a voting or equity interest of 
25%, the individual that ultimately controls by hold-
ing more than 50% of the voting or equity interest 
in this legal entity, or by other means, needs to be 
established (“attribution approach”).

For non-operating entities (domiciliary companies), 
the above cascade does not apply. The decisive fac-
tor here is the possibility of the beneficial owner (alone 
or together with other beneficial owners) to make the 
final decision on the use of the assets held by the 
domiciliary company.

Swiss banks further need to obtain a declaration from 
the contracting party as to who is the beneficial owner 
of the assets deposited with the bank. This can be 
done via Form A appended to the CDB 20 (or equiva-
lent purpose-made declaration).

Special Duties of Due Diligence
Swiss banks must establish the type and purpose of 
the business relationship intended by the contract-
ing party (the extent of the inquiries depends on the 
risk associated with the contracting party). In certain 
cases – eg, in the event of an increased-risk business 
relationship or transaction, the bank must establish 
the background and purpose of a business relation-
ship or transaction. For that purpose, banks must 
develop risk criteria to identify business relationships 
or transactions with increased risks. 

Organisational Measures, Documentation and 
Retention Obligations
Swiss banks need to establish an internal AML 
department that monitors compliance on an ongoing 
basis. Such department needs to, inter alia, (i) issue 
instructions; (ii) be the first point of contact in AML/
CFT matters; and (iii) plan and make sure that the staff 
are adequately trained on AML/CFT matters. Further, 
in-house controls with respect to AML/CFT compli-
ance need to be made.

Swiss banks further need to ensure adequate docu-
mentation and retention of documents. All documents 
required in connection with the fulfilment of due dili-
gence obligations must be retained for ten years after 
the transaction in question has been carried out or the 
relevant business relationship has been terminated.

Reporting Duties and Additional Measures
Banks must, in the event of reasonable suspicion of 
ML or TF, immediately report to the Money Launder-
ing Reporting Office (MROS). This includes, inter alia, 
circumstances where such bank knows or has rea-
sonable grounds to suspect that the assets involved 
in the business relationship are connected with ML or 
criminal organisations, derive from a crime or a quali-
fied tax offence or serve for TF.

Swiss banks must further observe the asset freez-
ing and confidentiality rules set out in AMLA. In par-
ticular, Swiss banks must enact an asset freeze with 
respect to assets entrusted to them as soon as MROS 
informs them that it will forward a report to a pros-
ecution authority (subject to certain exceptions where 
assets need to be frozen immediately). Swiss banks 
are generally prohibited from informing the persons 
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concerned or any third parties about a report made 
to MROS. This is subject to certain exceptions – eg, 
if the Swiss bank cannot enact the asset freeze itself, 
it may inform the financial intermediary that can enact 
such asset freeze. 

6. Depositor Protection

6.1	 Deposit Guarantee Scheme (DGS)
The Swiss depositor protection scheme is based on 
a three-tier system and applies to Swiss-regulated 
banks, foreign banks operating branches in Swit-
zerland (provided the deposits are booked with the 
branch) and securities dealers.

•	Tier 1: Under the privileged deposit system, depos-
its up to a maximum of CHF100,000 per deposi-
tor and institution are privileged deposits. These 
privileged deposits are first paid out from the 
available liquid assets of the failed bank (outside 
of the schedule of claims under bankruptcy law). 
Such deposits are (i) paid out immediately if they 
are booked in Switzerland, and (ii) paid out as soon 
as the bank can pay out such deposits legally and 
operationally if they are booked outside of Switzer-
land. For that purpose, all banks must hold collat-
eral consisting of assets in Switzerland equivalent 
to 125% of the protected and preferential client 
deposits.

•	Tier 2: As a second-tier measure, the deposit 
protection scheme applies. Esisuisse is tasked with 
maintaining such system. All banks in Switzerland 
that accept client deposits are obliged to partici-
pate in the depositor protection scheme. If the 
bank has insufficient liquidity available to cover the 
protected deposits (see tier 1), esisuisse funds the 
disbursement of protected deposits up to a maxi-
mum of CHF100,000 per depositor. The amount 
that all banks contribute to esisuisse is based on 
1.6% of the total of all deposits secured at banks 
in Switzerland (currently CHF7.9 billion), but may 
not be less than CHF6 billion. The Federal Council 
is authorised to increase this amount if necessary. 
Up to such cap, the guaranteed amounts must be 
paid out within a period of seven days to the liqui-
dator by esisuisse.

•	Tier 3: If the deposits have not been paid out under 
tier 1 or tier 2, they are treated preferentially and 
placed among the second class of bankruptcy 
claims (up to a maximum of CHF100,000). In such 
a case, they may be paid out only partially, and at 
the same time as other second-class claims (after 
first-class claims, such as employee salary and 
pension fund claims, have been paid out).

The deposit protection scheme also applies to can-
tonal banks; however, some cantonal banks addition-
ally benefit from a state guarantee. Cantonal banks 
are banks controlled by a Swiss canton (at least one-
third of the capital and voting rights must be held by 
a Swiss canton for a bank to be characterised as can-
tonal). The applicable cantonal legislation provides to 
what extent the liabilities incurred by a cantonal bank 
are insured by the concerned canton.

Assets held at providers that use the “sandbox” 
exception or use the fintech licence are not protected 
under the depositor protection scheme.

7. Prudential Regime

7.1	 Capital, Liquidity and Related Risk 
Control Requirements
Statutory Capital Requirements
To obtain a banking licence, banks need to have a 
fully paid-in minimum capital of at least CHF10 million. 
FINMA can demand higher statutory capital, depend-
ing on the bank’s intended activities.

Overview: Regulatory Capital and Liquidity
In general, the Basel III standards have been gradu-
ally incorporated into Swiss financial regulatory law. 
Capital adequacy and liquidity requirements are regu-
lated in the CAO and LiqO. In November 2023, the 
Federal Council decided to put the Basel III standards 
(also referred to as Basel 3.1) into force by means of 
an amendment to the CAO. Such amendments took 
effect in January 2025 and are accompanied by a 
number of FINMA ordinances (see 1.1 Key Laws and 
Regulations).
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Regulatory Capital Requirements
Regulatory capital
Non-systemic banks are required to maintain a mini-
mum regulatory capital of at least 8% of their RWA: (i) 
4.5% must be held in the form of common equity Tier 
1 (CET1), and (ii) 6% must be held in the form of Tier 
1 capital. If the minimum capital required and capital 
buffer (see below) do not sufficiently cover the risks 
of a bank, FINMA may require additional capital to be 
held by such bank. FINMA assesses this on a case-
by-case basis. 

Capital buffer
Further, banks must have a capital buffer ranging from 
2.5% to 4.8% of their RWA. Further, the Swiss sec-
toral countercyclical capital buffer (CCyB) targeted at 
mortgage loans financing residential property located 
in Switzerland remains at 2.5% as decided by the 
Federal Council in January 2022 (this is to mitigate 
and counteract risks from excessive credit growth). 

Extended countercyclical buffer
Banks with total assets of at least CHF250 billion, of 
which (i) the total foreign commitment amounts to at 
least CHF10 billion, or (ii) with a total foreign commit-
ment of at least CHF25 billion, are further required to 
maintain an extended countercyclical buffer of up to 
2.5% of RWA (in the form of CET1).

Liquidity Requirements
As a main rule, a bank must always have sufficient liq-
uid assets to meet their payment obligations, even in 
stress situations. To achieve this, banks must maintain 
adequately measured, sustainable liquidity reserves 
and ensure appropriate financing. The LiqO imple-
ments Basel III’s liquidity standards and sets out both 
qualitative and quantitative liquidity requirements. 

With respect to qualitative requirements, banks must, 
inter alia, manage their liquidity risks appropriate-
ly according to their size and business complexity, 
establish processes for identifying, managing, and 
monitoring liquidity risks to ensure they always have 
sufficient liquidity and that their payment and settle-
ment systems are not impaired, and implement meas-
ures to mitigate liquidity risks.

With respect to quantitative requirements, banks 
must comply with an LCR and net stable funding ratio 
(NSFR). The LCR requires banks to ensure that they 
have sufficient high-quality liquid assets (HQLA) to 
cover their short-term liabilities within 30 days. The 
NSFR promotes long-term stability by requiring banks 
to maintain a stable funding base to finance their long-
term assets. The calculation of both LCR and NSFR is 
comprehensively regulated in the LiqO. FINMA moni-
tors compliance with these requirements and can take 
appropriate measures in case of non-compliance.

Risk Management
Banks must manage concentration risks and adhere 
to specific regulations. As a general standard, the 
maximum risk concentration is set at 25% of the 
bank’s adjusted Tier 1 capital (Tier 2 supplementary 
capital is generally not taken into account).

SIBs
SIBs are required to maintain higher levels of regula-
tory capital compared to other banks (ie, there are 
additional requirements for SIBs). This ensures they 
can better withstand unexpected losses from their 
regular business operations (going concern) and aims 
to minimise the risk of restructuring, winding up by 
FINMA or even state intervention (gone concern).

To guarantee progression of the bank (ie, from the 
going concern perspective), SIBs are required to com-
ply with:

•	baseline requirements: 12.86% RWA ratio and 
4.5% leverage ratio;

•	a surcharge (or add-on): the size of the surcharge 
depends on the degree of systemic importance (in 
particular, the bank’s total exposure and market 
share in domestic lending and deposit business); 
and

•	CCyB (applicable to all banks).

The going concern requirements need to be largely 
met with CET1 capital.

Additionally, in the event of a crisis (ie, from a gone 
concern perspective), SIBs must have extra funds 
available to absorb losses. Domestic systemically 
important banks (D-SIBs) must maintain gone concern 
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capital requirements of at least 40% of their going 
concern capital. For global systemically important 
banks (G-SIBs) at the consolidated group level, the 
requirement is 100%, with FINMA having the authority 
to grant rebates.

The gone concern requirements are typically fulfilled 
with bail-in bonds (which need to meet certain eligibil-
ity criteria, such as being issued by the group holding 
company under Swiss law and with jurisdiction of the 
Swiss courts).

Like “regular” banks, SIBs must limit concentration 
risks, with a standard cap of 25% of Tier 1 capital. 
However, for SIBs, exposure to other SIBs, whether 
Swiss or global, is capped at 15% of Tier 1 capital.

8. Insolvency, Recovery and Resolution

8.1	 Legal and Regulatory Framework
Insolvency Regulations
In Switzerland, the measures to be taken by banks 
(and fintech-licensed entities) in the event of insolven-
cy risks are regulated in the BankA and aim to ensure 
business continuity, streamlining of restructuring and 
time-efficient repayment of preferential deposits.

If there are justified concerns that a bank is over-
indebted or facing serious liquidity issues, or if it fails 
to meet the capital adequacy requirements by the 
deadline set by FINMA, the supervisory authority can 
impose (i) protective measures; (ii) restructuring meas-
ures; and (iii) the liquidation of the bank, all as set out 
in the BankA.

Initial protective measures may include issuing direc-
tives to the bank’s management, revoking their author-
ity to represent the bank, dismissing them, or prohibit-
ing the bank from making or receiving payments and 
conducting securities transactions. The aim of order-
ing these protective measures is the continuation of 
the bank at risk. Protective measures can be issued on 
a standalone basis or in combination with restructur-
ing or liquidation measures.

If justified (realistic chance of restructuring), FINMA 
may initiate restructuring measures to ensure continu-

ation of the bank or single banking services. FINMA 
will then issue the necessary directives to carry out the 
restructuring proceedings and may appoint an officer 
to develop a restructuring plan that outlines the basic 
elements of the procedure and specifies the measures 
to be implemented (eg, the reduction of existing capi-
tal and the creation of new equity, or the conversion 
of debt into equity, as well as the reduction of claims). 
The restructuring plan ensures that the bank complies 
with legal regulations after the restructuring is com-
pleted and that the protection of the bank’s creditors 
is guaranteed. 

If there is no realistic chance of a successful restruc-
turing (or if such restructuring failed), FINMA will (i) 
revoke the bank’s licence; (ii) order its liquidation; and 
(iii) publish such liquidation proceedings. Additionally, 
FINMA will appoint one or more liquidators (subject to 
supervision and reporting duties to FINMA). 

Additional rules apply to SIBs. Such banks must have 
an emergency plan, which will be assessed by FINMA 
for efficacy. The goal of such plan is to ensure that the 
systemic functions can be continued without disrup-
tion in the event of imminent insolvency.

Further, SIBs require a recovery and resolution plan. 
The recovery plan is to be drafted by the manage-
ment of the bank and needs to contain the stabilis-
ing measures to be taken in a time of crisis, allowing 
the bank to continue its business without government 
intervention. The recovery plan is subject to approval 
by FINMA.

The resolution plan is drafted by FINMA. The aim 
of such plan is to illustrate how a FINMA-ordered 
restructuring or liquidation of the systemic bank can 
be carried out. The bank has to provide FINMA with 
the information required to draft such plan.

The Swiss deposit protection regime is explained in 
6.1 Deposit Guarantee Scheme (DGS).
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9. ESG

9.1	 ESG Requirements
Overview: Swiss ESG Framework
Other than a few legal requirements, primarily in the 
area of corporate transparency and sustainability 
reporting, the Swiss regulatory sustainability frame-
work is rather minimal (especially when compared to 
the EU) and has been largely left to self-regulatory 
efforts.

Non-financial Reporting Based on Corporate Law
As of January 2024, the associated ordinance on 
climate reporting (the Climate Reporting Ordinance) 
applies in Switzerland. Under the Climate Reporting 
Ordinance, Swiss companies that cumulatively (i) are 
of public interest (eg, listed companies or supervised 
companies, such as banks); (ii) which together with 
their controlled domestic or foreign entities, have an 
annual average of at least 500 full-time equivalent 
positions in two consecutive financial years; and (iii) 
which together with their controlled domestic or for-
eign entities exceed a balance sheet total of at least 
CHF20 million or a turnover of CHF40 million, are sub-
ject to non-financial reporting duties. 

With respect to content, the report needs to contain 
non-financial information concerning environmental 
matters (in particular CO₂ goals), social responsibility, 
employee matters, human rights and combatting cor-
ruption. Companies (including banks) subject to the 
reporting duties are deemed to have complied with 
climate reporting duties (as a part of the environmen-
tal matters) if reporting is made in accordance with 
the recommendations of the task force on climate-
related financial disclosures. In general, the report can 
be based (content-wise) on nationally or internation-
ally recognised guidelines (such as the relevant OECD 
guidelines).

For completion, Swiss corporate law also imposes 
certain transparency and due diligence duties with 
respect to conflict minerals and child labour. 

Disclosure of Climate-related Risks
In DisO-FINMA, FINMA mandates significant financial 
institutions (those in supervisory categories 1 and 2) 
to meet disclosure requirements related to climate-

related financial risks. As such, the largest banks 
must provide details on their material climate-related 
financial risks and explain how these risks impact their 
business strategy, business model, and financial plan-
ning. Additionally, they are required to disclose their 
processes for identifying, measuring, and managing 
these risks, including providing quantitative data and 
outlining the methodologies used. Finally, institutions 
must describe the key aspects of their governance 
structures as they relate to climate-related financial 
risks.

Management of Climate- and Other Nature-
Related Financial Risks
In December 2024, FINMA published a new circu-
lar, FINMA Circular 2026/01 “Nature-related financial 
risks”, which will enter into force in stages from 1 Jan-
uary 2026. In this circular, FINMA clarifies its supervi-
sory expectations from, inter alia, banks and branches 
of foreign banks with respect to the management of 
climate- and other nature-related risks. In particular, 
the circular sets out provisions for risk management 
and its internal documentation, as well as for the inter-
nal control system for the institutions in scope.

Self-Regulation
As mentioned above, Switzerland has largely relied on 
self-regulation with respect to ESG. 

Since January 2024, members of the SBA are sub-
ject to guidelines on the inclusion of ESG prefer-
ences and ESG risks in investment advice and asset 
management. This introduces binding self-regulation 
regarding sustainable finance, also covering the risk of 
greenwashing at the point of sale for SBA members.

AMAS has developed a principle-based self-regula-
tion for sustainable asset management (version 2.2 
in October 2025). This set of rules applies to AMAS 
member institutions (including banks) that produce 
and manage sustainability-related collective assets. 
It aims to ensure transparency and quality in the 
management and positioning of collective assets 
presented as sustainable or having sustainable char-
acteristics.
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Broad Interpretation of General Principles
It needs to be noted that in certain cases, general 
principles are applied broadly for purposes of ESG 
compliance – eg, with respect to greenwashing. With 
respect to funds, the name of a fund may not give rise 
to confusion or be deceptive. As part of authorisa-
tion proceedings by FINMA, this has been interpreted 
broadly to combat greenwashing with respect to fund 
products. Further – and equally relevant in the context 
of greenwashing – Swiss competition law prohibits 
deception or conduct that violates the principle of 
good faith.

10. DORA

10.1	 DORA Requirements
The Digital Operational Resilience Act (DORA) is a 
European Union regulation aimed at strengthening IT 
security and operational resilience within the finan-
cial sector. It will become fully applicable by January 
2025 and aims to ensure that banks, insurance com-
panies, investment firms, and third-party information 
and communication technology (ICT) service provid-
ers can withstand severe operational disruptions. It 
also standardises operational resilience rules across 
20 categories of financial entities in the EU.

Although Switzerland is not an EU member state and 
Swiss banks are not directly subject to DORA, those 
banks operating within the EU will need to comply 
with its requirements. In practice, Swiss financial insti-
tutions (including banks) that interact with EU-based 
entities or customers may still need to meet DORA 
standards. This is particularly important for Swiss 
firms providing IT services to EU subsidiaries, sister 
companies, or EU-based clients. As a result, many 
Swiss financial institutions are preparing for increased 
alignment with DORA’s operational resilience require-
ments.

Swiss financial institutions, including banks, already 
adhere to stringent IT security and risk management 
standards set by FINMA. Key guidelines, such as Cir-
cular 2018/3 on outsourcing, LROV-FINMA on opera-
tional risks and the FINMA Guidances 05/2020 and 
03/2024 on the duty to report cyber attacks as well 

as scenario-based cyber risk exercises, help ensure 
robust cybersecurity and operational resilience. 

Finally, Switzerland often aligns its financial regula-
tions with international standards, which may lead to 
future adoption of similar rules concerning operational 
resilience and cybersecurity.

11. Horizon Scanning

11.1	 Regulatory Developments
The recent Credit Suisse crisis, which led to an inter-
vention by Swiss authorities and a rescue by way of 
a merger with the UBS group, has had an impact on 
the financial marketplace and will trigger changes to 
the regulatory framework for banks.

During its meeting on 6 June 2025 the Swiss Federal 
Council determined the parameters for amendments 
to acts and ordinances, which will be submitted for 
consultation from autumn 2025 onwards. 

The proposed amendments introduce, inter alia, strict-
er capital requirements for systemically relevant banks 
with foreign subsidiaries. Currently, Swiss banks only 
have to provide partial capital backing for foreign sub-
sidiaries. If those subsidiaries lose value, it reduces 
the bank’s CET1 capital, limiting measures it can take 
in a crisis situation (eg, via sale of certain business 
areas). Further, the Swiss Federal Council proposed 
additional requirements with respect to the recovery 
and resolution of systemically relevant banks. 

In addition, the introduction of a senior managers 
regime for banks is proposed. Banks shall define who 
is responsible for which decisions within a bank. This 
shall make it possible to clearly assign responsibility 
and impose targeted sanctions. 

Finally, it is proposed that FINMA’s supervisory 
powers shall be extended. The Federal Council has 
determined that FINMA should be able to take early 
intervention measures and impose pecuniary adminis-
trative sanctions (fines) on non-compliant institutions.

In December 2023, Switzerland and the UK entered 
into an agreement with respect to recognition of finan-



SWITZERLAND  Law and Practice
Contributed by: Daniel Dedeyan and Florian Thomas Willi, Loyens & Loeff 

19 CHAMBERS.COM

cial services (the Bern Financial Services Agreement). 
In essence, this agreement provides for the mutual 
recognition of equivalence in terms of national leg-
islation. Based on the provisions of the agreement, 
the UK and Switzerland’s supervisory authorities, the 
PRA, the FCA and FINMA, signed a memorandum of 
understanding in September 2025, which describes 
how Swiss and British supervisory authorities will 
work together in the insurance and investment ser-
vices segments, in particular with respect to informa-
tion exchange.

On 19 June 2024, the Swiss Federal Council pub-
lished a proposed revision of the FinMIA. The draft 
bill includes extensive amendments to derivatives 
trading rules, the Swiss market conduct framework, 
and market infrastructure, such as payment systems, 
central securities depositories, and trading venues. It 
also proposes significant changes to the Swiss trans-
action reporting regime. The draft bill was open for 
public consultation until 11 October 2024. The Federal 
Council will then prepare a revised version to submit 
to the Swiss Parliament. Subject to further changes in 
the legislative process, the new rules can be expected 
to come into force at the earliest in 2027 or 2028. 

With respect to AML, it is expected that, in mid-2026 
at the earliest, the federal act on the transparency of 
legal entities (TLEA) will come into force. The TLEA 
will – in line with the recommendations of the Financial 
Action Task Force (FATF) – introduce a federal regis-
ter for the identification of beneficial owners of the 
legal entities in scope. Currently, the CDB 20 is also 
due for a revision to consider adjustments made to 
the AMLA and its related ordinances as well as FATF 
recommendations.

In a recent important development for banks, the 
FINMA circular “Operational Risks – Banks” has been 
completely revised and replaced by the new FINMA 
circular 2023/1 “Operational Risks and Resilience – 

Banks”, which came into effect in January 2024. This 
circular considers technological developments and 
specifies the supervisory practice regarding the man-
agement of operational risks, particularly in connec-
tion with ICT, the handling of critical data, and cyber 
risks. The circular also adopts the revised principles 
for managing operational risks and the principles on 
operational resilience published by the Basel Com-
mittee on Banking Supervision in 2021. For certain 
aspects of operational resilience, transitional periods 
apply until December 2025.

As mentioned in 9.1 ESG Requirements, the new 
FINMA Circular 2026/1 “Nature-related financial risks” 
will come into force in stages from 1 January 2026. It 
will initially apply exclusively to climate-related finan-
cial risks (excluding other nature risks). The circular 
will apply to all nature-related financial risks (includ-
ing other nature risks) from 1 January 2028. Further, 
banks in supervisory categories 3 to 5 have one year 
longer – until 1 January 2027 – to comply with the 
provisions relating to climate-related financial risks. 
Institutions in the SBR regime will be exempt.

Moreover, the Swiss Federal Department of Finance 
(FDF) and the State Secretariat for International 
Finance (SIF) are working on a legislative reform to 
modernise the regulatory framework for innovative 
financial institutions, particularly fintech companies. 
This initiative stems from the 2022 Federal Council 
report Digital Finance: Areas of Action, which identi-
fied 12 strategic measures to strengthen Switzerland’s 
digital financial sector. Key goals include reviewing the 
fintech licence (stronger protection of client money 
in bankruptcy, simplification through insurance solu-
tion, inspired by the EU regime for payment service 
providers), addressing developments in blockchain 
and crypto-assets, and ensuring the framework sup-
ports emerging technologies like regtech, suptech, 
and open finance. A draft bill is being prepared and is 
expected to enter consultation in Q4 2025.
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